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LICENSING AND SUPERVISION OF THE BUSINESS OF FINANCIAL
INSTITUIONS
Requirements for Undertaking Account Based Transactions and Ensuring of
Regulatory Limits Directive No. FIS/04/2021

Whereas, enhanced Know Your Customer (KYC) and Customer Due Diligence (CDD) practices
are critical to ensure proper identification of customers, appropriate assessment and monitoring
of transactions including ensuring of proper compliance to regulatory transaction limits set by
the National Bank;

Whereas, enhanced KYC and CDD practice including introduction of proper risk mitigation
mechanism enables financial institutions to effectively combat illegal and unauthorized
transactions being operated through their infrastructure and platform in a manner that promotes
shadow banking practice;

Now, therefore, in accordance with article 60 and article 66(2) of Banking Business
Proclamation No. 592/2008 as amended by Proclamation No.1 159/2019, article 24 and article
34(2) of Microfinancing Business Proclamation No. 626/2009 as amended by Proclamation
No.1164/2019, and article 4(2) and article 37(2) of National Payment System Proclamation No.
718/2011, the National Bank of Ethiopia has issued this Directive.

1. Short Title

This Directive may be cited as “Requirements for Undertaking Account Based Transactions
and Ensuring of Regulatory Limits Directive No. FIS/04/2021”

2. Definitions
For the purpose of this Directive:

2.1.“Bank” shall mean a company licensed by the National Bank to undertake banking
business or a bank owned by the Government;

2.2.“Beneficial Owner” means natural person (s) who ultimately owns or controls a
customer and/or the natural person on whose behalf a transactions is being conducted and
includes those persons who exercise ultimate effective control over a legal person or
arrangement;
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2.3.“Deposit account” means any account operated or managed by a financial institution for
the purpose of undertaking financial transaction and includes savings, demand, time deposit

and electronic money accounts and which belongs to a customer:;

2.4."Enhanced Customer Due Diligence” means the processes implemented by financial
institutions for the purpose of collecting, evaluating and monitoring relevant information
and transactions of a customer or potential customer for ensuring compliance to this
Directive; in addition to the customer due diligence implemented in line with the

requirement of Financial Intelli gence Center;

2.5."Financial Institution” means g bank, a microfinance institution (as defined in this

directive) and payment instrument issuer licensed by the National Bank of Ethiopia.

2.6.“Financial Intelligence Center” shall mean Financial Intelligence Center established by

the Council of Ministers Regulation:

2.7."Microfinance Institution™ means a company licensed by the National Bank to engage in

microfinancing business and that uses core banking system or provides mobile banking/

mobile money services to its customers;

2.8.“National Bank” means the National Bank of Ethiopia;
2.9.*Know Your Customer” means the process and system in place by a financial institution

S0 as to verify the identity, suitability, and risks involved in maintaining business relationship with a

customer or potential customer;
2.10.“Payment Instrument Issuer” means any person authorized or licensed by the National

Bank to issue payment instrument against receipt of funds in Ethiopian Birr;

o

.11.“Person” means any natural or judicial person;

2.12.“Suspicious Transaction” means a transaction or an attempt of transaction in which a
financial institution or its officer has reasonable grounds to suspect that funds are the
proceeds of crime, or are related or linked to, or is to be used for financing of terrorism and
includes any suspected engagement of a customer in unlawful financial transactions or
attempts of circumventing any of the provisions of this Directive for unlawful purpose;

2.13."Temporary Account” means an account which is awaiting final approval regarding the

opening of the account as stipulated in this Directive.




2.14.%Unique Customer ID” means a system generated code capable of uniquely identifying
account holders of a financial institution based on certain attributes and characteristics; used
for identifying and monitoring financial transactions of customers in a comprehensive and
combined manner at a customer level for ensuring of compliance to this Directive and also

better management of risks associated with same.

3. Scope of the Directive

The provisions of this Directive shall be applicable to all commercial banks, microfinance

institutions (as defined in this Directive) and payment instrument issuers operating in Ethiopia.

4. General Requirements

4.1 A financial institution shall put in place comprehensive and up-to-date KYC policy and
procedure, assign dedicated KYC compliance officer, establish KYC unit with appropriate
staff and provide the staff training on KYC procedures, risks etc. In addition, the KYC
Unit, which shall be established at Head Office level and led by at least a Manager or its
equivalent, shall be responsible for all KYC related matters including undertaking of

assessment of the financial institution’s overall KYC system and procedure.

4.2 A financial institution shall assign unique customer ID to any of its depositor regardless of
the deposit type or deposit holder up until a National ID system is introduced. To this end,
deposit accounts owned by a single person shall be put under a single Customer ID on the
financial institutions core banking system or platform. In addition, the system shall have the
capability to put transfer or cash withdrawal restrictions on the customer using his/her/its ID

and shall be able to control transfer/withdrawals amount and regulatory limits as per the

restriction given to it.

4.3 A financial institution shall undertake independent assessment of its overall deposit account
operation; i.e., systems, policies and procedures, and staff in respect of effectively

implementing the provisions of this Directive, mitigating changing tactics of illegal




perpetrators and related emerging risks by an internal auditor at least on a semiannual basis

and shall make necessary amendment on the basis of same.

4.4 A financial institution shall put in place the necessary system and technology platform that

would enable it to fully comply with the requirements of this Directive.

5. Procedures and Requirements for Account Opening and Conducting Account Based

Transactions

5.1In opening a deposit account, a financial institution shall at a minimum record
comprehensive customer profile that allows it to acquire adequate knowledge of the
customer and identify suspicious transactions in a relatively easy & swift manner. To this
end, a financial institution shall use Annex I of this Directive as a minimum standard for
account opening at all time in a manner that ensures consistency across the financial
industry. Particulars and information captured in the aforementioned format shall be
properly and duly recorded in the financial institution’s system and used for monitoring and

controlling of customer’s transaction accordingly.

5.2 A financial institution shall conduct periodic review and update of customers profile based

on its own risk rating of the customer; and the period of review shall be determined by the

financial institution’s own policy.

5.3 A financial institution shall not Open an account or maintain business relationship with
unknown identity or fictitious names and shall ensure that it knows the true identity of its

customer including benefital owners of a legal entity.

5.4 A financial institution shall deactivate the deposit account of a customer whose profile
information has not been captured in line with the requirement of this Directive within 6
(six) months from the effective date of this Directive up until all profile information have
been captured and shall deprive such customer any in-person or digital financial service. To

this end, prior to deactivation of such customers account, a financial institution shall provide




5.5 Final decision to approve or decline the opening of a deposit account shall be done by the
KYC Unit established at head office of a financial institution within 5 working days after
receiving of such request from a customer. In approving the account opening, the approving
authority shall seriously consider fulfilment of requirements of this Directive and also the
financial institution’s own policies and procedures. To this end, though a financial
institution can accept the initial deposit in a temporary account that awaits approval, any
account that has not been duly approved by the KYC unit at Head Office shall not be

considered as permanent or active account and shall not be used for performance measure or

any other purpose.

5.6 A financial institution, while processing and providing the following financial services, shall
adopt & use the formats annexed to this Directive as a minimum standard consistently

throughout its operational offices:

account to account transfer (as per Annex IT)
cash deposit (as per Annex III)

cash withdrawal (as per Annex IV),

check deposit transactions (as per Annex V)
RTGS Customer Transfer (as per Annex VI) and
EATS-ACH Credit Transfer (as per Annex VII)

LR LR

5.7 Notwithstanding the provision stated above, for any other services not mentioned above, a
financial institution shall adopt and use formats that contain similar information as deemed
appropriate and felevant.

5.8 A financial institution shall execute bank to bank transfer request of its customer through
Real Time Gross Settlement System (RTGS) or credit transfer immediately and without any
undue delay. To this end, a financial institution shall display the attached RTGS and credit
transfer formats, i.e., Annex VI and Annex VII issued by the National Bank for such

services visibly in all of its operational offices,

5.9 A financial institution shall not allow cash deposit transaction to a third party account
including local transfers done by walk-in/no-account holder/customer in any manner.




5.10 Notwithstanding the provision stated under article 5.9, third party deposits made on
federal or regional government accounts and state owned enterprises (SOEs) shall be
allowed. In addition, individuals provided with proper written authorization to make cash
deposit into accounts of a legal persons shall be allowed.

5.11Particulars and information’s captured in the formats annexed to this Directive shall be
properly and duly recorded in the financial institution’s system and shall be used in
processing and executing the transactions.

Limits on Deposit Account Operations

6.1 A financial institution shall not carryout account to account multiple transfer transactions
from a single account exceeding 5 transactions per week by any deposit account holder. To
this end, this restriction shall apply to all type of deposit accounts irrespective of the
channels used to access the accounts i.e., mobile, internet, ATM, and other related channels
operated through mobile banking and mobile money services.

6.2 Notwithstanding the provisions stated above, the following institutions and account to
account transfers shall be exempted from the aforementioned restrictions:

6.2.1 deposit accounts of federal and regional governments, state owned enterprises,
government universities, embassies, international organizations, financial institutions
and financial saving and credit cooperatives;

0.2.2 transfers made for the purpose of effecting utility payments including mobile top ups,
salary payments by employer organizations and transfers made by customers to effect
tax payments to competent tax authorities;

6.2.3 transfers made for the purpose of servicing and repaying loans borrowed from a
financial institution.

6.2.4 transactions effected among and between own accounts of any depositor; and

6.2.5 transfers made through POS terminals at merchant location or through other digital

means to the accounts of legal and registered merchants/businesses for the purpose
purchasing goods and services.

6.3 A financial institution shall decide on the request of its legal person customers demanding
account to account transfers beyond the set limit in an exceptional and on a case by case
basis. To this end, such approvals shall be made upon fulfillment of the following minimum
conditions in a prudent and responsible manner:

6.3.1 the financial institution has put in place policies, procedures and objective exceptional
criteria;
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0.3.2 the authority within a financial institution that makes the exceptional approval has
been formally delegated with;

6.3.3 the business or NGO has established business and/or trusted relationship with the
financial institution and the due diligence assessment carried on the customer
(including review of the nature of business, identified beneficiaries and their
geographical location etc.) warrants such transfer request; and

6.3.4 the customer has signed undertaking with regards to the genuinity of the information
provided and utilization of the transfer for the intended purpose.

0.4 A financial institution shall communicate detail and updated information regarding
customers who got exceptional approval to all operational offices for due implementation.
Furthermore, the financial institution shall continuously monitor and assess the utilization

of such transfers for the intended and legitimate purpose.

7. Handling and Management of Suspicious Transactions

7.1 For the purpose of ensuring compliance with the provisions of this Directive, a financial
institution shall seriously and responsibly discharge its duty of monitoring and identifying
suspicious transactions undertaken for unlawful purpose and/or for circumventing the provision

of this Directive including cash withdrawal and transfer regulatory limits.

7.2 In monitoring and identifying suspicious transactions and reaching a conclusion that there in
deed exists a reasonably ascertained suspicious transaction, a financial institution, among
others, shall seriously and thoroughly consider the following factors:

7.2.1 deliberate unwillingness of the customer in providing information needed to fulfill the
KYC requirement or provides false information:

7.2.2  the customer is unwilling to provide information related to the nature and purpose of
the transaction executed or provides false information in regards to same;

7.2.3 the stated occupation of the customer including his/her/its source and amount of
income does not correspond to or align with the type, frequency and amount of
account activity (cash deposit, transfer, withdrawal B, )

724 the customer is found consistently transferring money from week to week in
observance of the stated limit;

7.2.5  the customer is involved in transferring money to multiple accounts with payments of
small values;

7.2.6 the beneficiaries of a transfer transaction are reasonably ascertained to have no
business, family O%Sﬁﬁf&tal _\Eelationship with the sender raising alarm with regards to
the transfer ofghe moncy“ortegal and genuine purpose ;
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7.2.7 when the lawful business of a customer does not require making multiple transfers;

7.2.8 when it is witnessed that the net saving of such customers is small while having huge
account turnover; and

7.2.9 existence of cash transactions by non-profit or religious organizations, for which there
appears to be no logical or economic purpose or for which there appears to be no link
between the stated activity of the organization and other parties in the transactions.

7.3 Based on the due diligence assessment carried in line with the provision of article 7.2 of this

Directive and other relevant laws, a financial institution shall immediately terminate the
business relationship of a customer suspected to have involved in suspicious transaction.
Furthermore, the profile and related document of the customer including:

ID (bearing photo)
copy of the passbook,
signature specimen, and
cash transaction report

T

shall be sent to the Financial Intelligence Center and to National Bank, i.e., for dissemination of the

information to remaining financial institutions for thejr due care/assessment and taking of required

actions at their end.

7.4 A financial institution that received [jst of a suspected customer whose business relationship

2.6

with another financial institution has been terminated shall conduct similar due diligence
assessment on the previous operation of the account maintained by the suspected customer and
if warranted take similar measure or take proper care and due diligence in handling account

opening and operation of the same suspected customer in the future,

A financial institution may reinstate its terminated business relationship with a suspected
customer in the event that further assessments and new information obtained by the financial
institution has reasonably suggested or led to a conclusion that the conditions that led to the
categorization of the customer as suspicious don’t hold true or are unsubstantiated. To this end,

such reinstatement of business relationships. shall be communicated to the National Bank

within 7 calendar days.

The National Bank shall disseminate to all financial institutions list of suspected customers
whose business relationships have been reinstated by a financial institution within 15 working

days after receipt of the information from a financial institution.

L /A




8. Record-keeping

A financial institution shall maintain copies of all records including policies and procedures, due
diligence assessment Ieports, minutes, exceptional approval, customer profile information and other
related documents and shall make available to the National Bank and law enforcement organs

including Financial Intelligence Center, Federal Police, and Attorney General upon request.

9. Applicability of other laws

The provisions stated in this Directive shall not replace or substitute AML/CFT Compliance

Directive No. 01/2014 of the F inancial Intelligence Center.

10. Transition Arrangement

10.1 " From the effective date of this Directive, a transition period of 6 (six) months has been
provided for the purpose capturing required customer profile from existing and new
customers (including loading of the information to the financial institution’s system) and
configuring existing system in a manner that would enable a financial institution to issue
unique customer ID and introduce centralized account opening approval.

10.2 Notwithstanding the provision stated under article 10.1 of this Directive, all other

requirement of the Directive shall be implemented from the effective date of this Directive.

1. Penalty

Any financial institution that fails to comply with the requirements of any of the provisions of this
Directive shall be subject to a penalty as indicated herein below:

IL.T  Birr 100,000 (One Hundred Thousand Birr) for violations of each of Article 4.1, 4.2, 5.3,
5.8 and 7 of this Directive;

1.2 Birr 50,000 (Fifty Thousand Birr) for violations of each of Article 4.3,52,54,55, 58,
5.1,6.1, 7 and 8 of this Directive.

I1.3  Birr 20,000 (Twenty Thousand Birr) for violations of each of the remaining provisions not
stated above,

The National Bank, in addition to the penalty indicated above, may take any other administrative

measures it considers necessary.

%S
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12. Repeal

Article 8(5) of the Payment Instrument Issuer Directive No. ONPS/01/2020 is hereby repealed.

13. Effective Date

This Directive shall come into force op the 27" day of August 2021.

O QA
Yigager Dessie (PrD}
Gavermoy
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Annex I

Financial Institution Name and Logo

Account Opening Form /@Y %1 wndF g

P4 R Pyem gy Financial Institution’s Branch

N9° Ny AP1/PeCel foyo

Full Name/Name of Organization:

h-77/City: 0T Sub-city: P/ 8 /Kebele/Woreda PlL1 <,
/H.No

COT NAR/ Res.  Tel: P PAP N h/Mobile: eLe
NAR/Off Tel.: .

?4-n0 €. /Fax: No. P7°#1 4. / P.OBox: AL LA Email:

L - L Poo.de. e9omq ey, fama- AhA
ID type ID No. /Registration No [ssued by

P20 4 /TIN No. A2 /Gender: 771 /Nationality:

PrmAL: ¢73/Date of Birth (for individual): CLCET 9°04 3 73 Organization Establishment
Date

426 %L1+ /Occupation P A& 444,71 /Position Pay

LCB/Employer OCUT 10./Average Monthly Income Gav P 0,
/Average Annual Income

P2A0- 4 L77 /Account Type/Saving/Cheque/Mobile Wallet

&:C "7 /Signature

AT9°C a2hd kL2105 For Joint and/or Account
P25 haw A /2" Applicant A9° hyh £ 10 L C BT e
Full Name:/Name of Organization
01-79/City: /0A"7/Sub-city: PN/ w5 /Kebele/Woreda 1<,
/H.No
e nan/ Res. Tel.: PPN PN NAN/Mobile: PLe
AAN/Off. Tel.:
P40 ¢ /Fax: No. P74 /P.O.Box: AL LA/ Email:
Pam G Poo g [RIoH0 42/, Pama- hha
ID type ID No./Registration No Issued by
Pd.an 42 /TIN No, A /Gender: ﬂ,")'l"l‘fNationa]ity:

-—

B

' Note: TIN shall be compulsory only for business persons, Fax shall be optional for all types of depositors, at least one
tel number (home, mobile or office) is compulsory. /é;l_l}‘Qt},iéTé‘ﬁ&l.;i\s shall be compulsory.
. i

AN 11

% 2\
SL 4 2 \
/< 2 A
{ / Pl " i 3
[ ] &3 5 |
) Tawy x|
L ] /
4 e /
\ \l,‘ R £ 5

o NV
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1@ L P3/Date of Birth:
P20 e %291 /Occupation POC 1497 1/Position P
LCBT/Employer OCUER M./ Average Monthly Income G 3¢ 0,
/Average Annual Income

PLAN A Y1 /Account Type/Saving/Current/Mobile Walet

_—
4:C"7 [Signature

CLAN CNIPABE ony Operation Instruction

A7 L: &,C77 Loy 3 pada L 00 pmyipadn ] CTAP Tonn ]
Individual Signatory Joint Signatories Others
&G /Signature
e

P35° havatyq Applicant 09> WA e41/p ¢ o1 pge
Full Name:/Name of Organization
n1"/City:

_ OO
:
h/h’i‘”‘!/Sub-mty: PN/ 0S8 /Kebele/Woreda P14z,

/H.No

PO AR/ Res. Tel.: PP NA N/ Mobile: ra.c
AAN/OfF Tel -

P4-nn 4. /Fax: No. Z°1.4 / P.O.Box: A7 LA/ Email:

Pan GRYT v Pao g2 /e9°N010 4/ Phma- hha

[D type ID No./Registration No Issued by

-0 42 /TIN No. A /Gender: H,")'I"I‘/Nationality:
I\ £ °3/Date of Birth:

£ 9L /Occupation P0¢- Y44, 771/Position P
LCB1/Employer @CUE M./Average Monthly Income Gao 3P,
/Average Annual Income

) .
PLAN ALY 1 JAccount Type/Saving/Cheque/Mobile Wallet
S

&7 /Signature

L0 CPFPAPLY oy Operation Instruction

(03 &C™ poy3pagn [ (1,26 o975 AP ] AL Tomm ]
Individual Signatory Joint Signatories Others
&CM /Signature

CLENVTT O 0T Low 3 mp 900 LI &av/would you select/tick the E-payments you prefer to
use?

[ CSR T Vol eIV [ hALATT® [
ATM Card

2, PR, TR Forrmmssrssisommenr AéAINU ] AALATY ]
Mobile Banking

3. WHICYT AINID oo hé.aoap [ hALATS® []

| Internet Banking




Annex II

Financial Institution’s Name and Logo

P4LTHIN TR PCIome/ Financial
Institution’s Branch

AN g 1A P13 TINTANLE PO

Account To Account Transfer Instruction Form

+/Date

Pema 1A10/Saving Account
P13 aP T 4 AN/Demand Deposit Account

AV AV R Ela P o 140/Special Demand Deposit Account

PEPSI AN #PC/Debit Account [
Number

A0 AT 09 hY Al /Name of
Account Holder (with surname)

1IN oom? 04LA/ Amount in Word

PrHN aomy 0AYH/Amount in Figure

T 0, COLLLANT YAN kP

Beneficiary’s Account Number
T M, COLLLAN PGy
Name of Beneficiary’s branch
PLAN- QAT D9° hy het
/Beneficiary’s Name (with surname) J

W}(ﬁf 018 1/Payment Narrative
Phaodh' 7 4.co/

Applicant’'s Signature

TN LY hian of, LA INFANLE LG Po1LLIM YA NANA/V 2PN NhhA 51
hoo@¢e 20 A$CN Yo TIC 17 R8P OLPAALM- TN aomy vpd avdmee
ALMPP & TAA::

Note: This account to account transfer shall take place on physical presence of the account owner. and 1D card may
be requested in consideration of amount of transfer.
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Annex I11

Name of the Financial Institution and Logo

PEo TN M, 998490 $6

CASH DEPOSIT VOUCHER

PCIMGY Branch . +i/Dae

AN QAT 09° hy hed-
Name of Account Holder (with

Surname)
CLAN Py Denominations:
Account No. NG | a9
Birr | Cents
Birr 200 X
100 X
50X
10 X
N Pma 4.4 5X
Saving Account
PLTPOST gad) I X
Current Account 0.50 X
AV R NS T e WL (M Fev| 0.25 X
Special Demand Deposit Account 0.10 X
0.05 X
PNE aomy N4.LA 0.01 X
Amount in word Total
Ui gepep .
Source of Proceeds

PAfI®- 09 Wy AeT//Deposited By POAR ¢PC /Tel. Number

LU P M, TICLLE PO BIL LLOT ALINTAI This Deposit Form Cannot be used as Receipt

L&A
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Annex [V

Name of the Financial Institution and Logo

+77/Date
TN ocR, 98410 $o
CASH WITHDRAWAL FORM

PG
Branch

fran aanT age hy he
Account Holder (with surname)

NC N&LAN
Birr in word

NC NAYH
Birr in figure
NE8E By

Select only one
: ‘S::::; f:;:(l:cf)]lml: ‘:'
: I‘D';zz:;izrr:r?lrrll)eposit Account D
: g‘pic’iz;‘,gie‘;fangggposit Account [:'

PULAN P
AccountNo.

PLAD QAT LGy

_

Account Holder(s) Signature (s) 2

3,

79000,.9:
PLAN LAVEG WHY ST 2C 1281 amipl hanT-::
Pass Book must accompany. this voucher.

L RA
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Annex V

Name of the Financial Institution and Logo
PEh 27090,
CHECK DEPOSIT FORM
PCIAG:

SR

PLAN ©PC/Account Number
PLAN QAL N9® heheT/Name of A/C Holder (with surname)

C]P%h 1.9-1/Checking Account
LI pann "190/Saving Account
CIeNeC ne:e/Loan Repayment
= AA-/Others

ThT OHCHC +hrhham- LA /Please List Each Check Separatel
ot BP0 B

td | TR e PYAN w7 h4.2 07%h/ NC NyL9e T
S.No. | Check Number Account Number P Birr Cents
Drawee

Bank/Branch
——e . 1

/
K

T Po oo
Total Check Value

ALY EPT nYAN WL P AE 0 Bme.] FNCH® AN @h T hop 1A 10 /Check Deposits are
subject to clearance and shall not be available for immediate withdrawal.

PTHN0 AR 04.20/Amount in Word
-

PANIL.®- O9° Db/ /Deposited By  fiah T C/Telephone Number 4:C7/Signature

16
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Bank Logo

Annex VI: RTGS Customer Transfer Order Form

00T (4%29F) avhpg ATLLLD PLINTT 17300 TINTANLE PO P3

Branch
PCym 6
e Date
igh
Please transfer the stated amount by debiting my/our account to under mentioned bank,
branch, and account through (RTGS/ MT103) as per this transfer order form

nC ¢-hmehans 1700 NRTGS/ MT103 AT ®F Fmeam- P0%h AN eh AN,/ heh 4053
TP NN P2 ao T AL UTANGAT /3 1T UG MEPAD/WIML PnF

Ordering customer’s Name

Pah.m- ag°
A/C No.Ordering’s Branch
PAN@- h AN £TC PCIMG

Beneficiary’s Name
P-h4.2 hye

Account with institution/Bank/ A/CNo. Beneficiaries
PoARAT 0% Prhe.2 chAN 2PC

Beneficiaries Bank Branch
Prn4.2 Ovh Py
Instructed Amount in figure
PULAN®: TN NAY T
Instructed Amount in words
U2Ah@- 77140 N4.L.A
% Amount to be transferred includes charges and debited from the ordering customer’s

account.

PEIARD: THIN CAINDAF NG hANLD, YAN oy o006 A
Signature of the customer/by order of
PAn@. £ 4,Co7 Please stamp here
Telephone. No. (If it's an organization/ firm) or if applicable)

nan e
Checked by Authorized by

Address
17

h2 -
For Bank use onl
Verified by

Posted by
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Bank Logo

Annex VII: EATS-ACH Credit Transfer Customer Transfer Order Form
nazhs (N+99-1) aohh NTLRLT PLINTT TN “I0-HANL L POIH P2
Branch

PCrmq

Please transfer the stated amount by debiting my/our account to under mentioned bank,
branch, and account through (EATS-ACH / Credit Transfer) as per this transfer order form.

e ermeams 170 0 EATS-ACH / Credit Transfer ATIETE 0L Fmehar fah 440
NAAL/WAhATTS  ppn L O A VA ALFNFANGNT /T Nhuls
MELPAD-/ At L P

Ordering customer’s Name

Pan.@- hg°
A/C No.Ordering’s Branch
PAN@ ch AN RTC

PCIIE
Beneficiary’s Name

¢-rh4.2 noe
Account with Institution/Bank / A/CNo. Beneficiaries
PUANAT 09 h P-+h4.2 AN £PC

Beneficiaries Bank Branch

P Irhe. 8 Orh P g
Instructed Amount in figure
PU9Ah@- TN A Y H
Instructed Amount in words

PULAN®: TN N4, L.
e

< Amount to be transferred includes charges and debited from the ordering customer’s
account, '
CULAND: 1IN CAIN DA N2 hah.m. 140 99440 LIFGA::
Signature of the customer/by order of

PAh.m. L7305 4.Co9 Please stamp here

Telephone. No. (I it's an organization/ firm) or if applicable)
nin rC

Address

LGN

Posted b Checked b Authorized b



